
Compliance for Confluence is an integrated data loss prevention (DLP) tool that helps businesses organize, 
manage, and better protect the different types of information they store in Confluence.

It can help you ensure company data-handling policies and processes are being followed by the teams using 
Confluence.
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Compliance for Confluence has been designed with data loss prevention in mind, and as a result, addresses 
a number of important use cases:

• Classification of information stored in Confluence

• Assigning enhanced access restrictions to different content types

• Detect sensitive data stored in Confluence pages

• Automatically protect sensitive data upon discovery*

*the automated sensitive data protection is only available in Data Center version of Compliance.

For more information about Compliance for Confluence’s use cases, please refer to our documentation:    
Cloud | Data Center

Use Cases

Protect your data in Confluence with page classification, restrictions, and sensitive data detection

Detect sensitive data stored in Confluence pages

App Overview

https://docs.appfox.io/confluence-compliance-cloud/use-cases
https://docs.appfox.io/confluence-compliance-dc/use-cases


Data protection in Confluence is critical to every business and with Compliance for Confluence by your 
side, you can experience a number of important benefits.

• Categorize data based on its sensitivity or risk: label data using classification levels to clearly 
   categorize it and promote awareness of its sensitivity

• Align page access to your policies: grant user or group access to Confluence content using 
   classification levels and ensure only the right people can view the right content

• Discover and protect sensitive data: find sensitive data stored in Confluence pages and lean on  
   Compliance to automatically protect this information for you**

• Identify risks you can take action: use Compliance to help identify areas of risk so you can make  
   informed decisions and take action

• Mitigate risk of data exposure: harness the powerful features in Compliance for Confluence to help  
   you mitigate risk or enforce your data protection policies in Confluence.

**the automated sensitive data protection is only available in Data Center version of Compliance.

Benefits

There are some differences between the cloud and on-premise versions of Compliance as detailed in the 
table below.

Feature Comparison

DATA CLASSIFICATION CLOUD DATA CENTER

Page classification levels

Classify pages in bulk

Available

Available

Available

Available

Not available

Available

Available

Available

Available

Available

Available

Available

Available

Available

Customizable classification 
levels (e.g. name, description)

Search for pages 
by classification level

On-page data 
classification macro

Enforce data classification 
(upon page creation or edit)

Classification statistics 
and reporting

Group classification levels 
into Schemes for added 
customization

Available
(limited to individual users)
Limited
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If you would like to suggest new features or improvements for Compliance, please don’t hesitate to 
reach out to our team. Our product teams read everything that is submitted!

PAGE ACCESS RESTRICTIONS

SENSITIVE DATA DETECTION

CLOUD

CLOUD

DATA CENTER

DATA CENTER

Not available

Available

Available

Available

Available

Available

Available

Restrict page access 
using classification levels

Detect sensitive data 
using regular expressions

Automation rules that trigger to 
protect sensitive data

Search for detected 
sensitive data

Group access restrictions into 
Restriction Schemes for added 
customization

Detect sensitive data

Set “allowed” content

Redact sensitive data

Available

Available

Available

Available

Available

Available

AvailableNot available

Not available

We’re here to ensure you have the best experience possible when using our products and have a range 
of resources available to help you get the most out of Compliance:

• User Guides – these guides will show you how to use all of the features in Compliance and answer some  
   of the most common customer questions

• Video Tutorials – get a step-by-step walkthrough of all the core features in Compliance with our range  
   of video tutorials

• Customer Support Team – our support team can help you with any questions or technical queries 
  when using Compliance. The team is based in the UK and is available during business hours (Mon-Fri,  
   09:00 - 17:30 GMT/BST, excluding bank holidays).

Help & Support

Feature Comparison
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https://appfox.atlassian.net/servicedesk/customer/portal/3/group/5/create/35


There is currently no automated migration pathway in place to migrate your Compliance for Confluence data 
from Server or Data Center to Confluence Cloud.

If you do decide to move to Confluence Cloud, you can use the bulk classification feature to streamline the 
page re-classification process once you are set up in your cloud environment. This feature will enable you to 
classify a large number of pages in a matter of minutes.

If you have any questions about the migration process or would like to speak with one of our experts, please 
don’t hesitate to reach out to our customer support team.

Migration requirements

Top tip: we are planning to release an automated migration assistant that will make this 
process easier for you and your organization. For now, please use the advice stated above.
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https://docs.appfox.io/confluence-compliance-cloud/bulk-change
https://appfox.atlassian.net/servicedesk/customer/portal/3

